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الهيئة الوطنية للأمن السيبراني تشارك في الأولمبياد الوطني للإبداع العلمي

المصدر: واس
تاريخ النشر: 28 يناير 2026

ا في الأولمبياد الوطني للإبداع العلمي (إبداع 2026)، الذي تُشارك الهيئة الوطنية للأمن السيبراني بصفتها شريكًا ماسي
تنظّمه مؤسسة الملك عبدالعزيز ورجاله للموهبة والإبداع (موهبة) بالشراكة مع وزارة التعليم، والهادف إلى اكتشاف

المواهب الوطنية، وتنمية الإبداع العلمي لدى الطلبة وإكسابهم المهارات البحثية والابتكارية في مجالات مختلفة،
لتمثيل المملكة في المحافل الدولية بمشاريع بحثية متميزة.

وأوضحت الهيئة أن مشاركتها في الأولمبياد تأتي في إطار مبادراتها الإستراتيجية الرامية إلى تنمية قطاع الأمن
السيبراني على المستوى الوطني، بما يسهم في تعزيز الإنتاج العلمي والتبادل المعرفي، وتمكين منظومة البحث

والابتكار في الأمن السيبراني وبناء القدرات الوطنية الواعدة في المجال، وتنمية المهارات البحثية والابتكارية المتقدمة،
لفتح آفاق بحثية أوسع وتطوير الابتكارات الرائدة في القطاع.

وتستعرض الهيئة عبر جناحها المشارك في معرض "إبداع 2026" إحدى مبادرات الأولمبياد الوطني للإبداع العلمي، خلال
الفترة من 25 - 28 يناير الجاري؛ جهودها في تمكين منظومة البحث والتطوير والابتكار، كما تسلّط الضوء على مبادرات
"البرنامج الوطني للبحث والتطوير والابتكار في الأمن السيبراني" الهادف إلى تمكين الباحثين والمبتكرين في المجالات

ذات الأولوية الوطنية في الأمن السيبراني، وتشجيع نمو واستقطاب الأبحاث والابتكارات السيبرانية الواعدة ومنها:
"منح رواد البحث والابتكار في الأمن السيبراني، منح الابتكار في تحديات صناعة الأمن السيبراني، مبادرة البحث الصيفي

الدولي في الأمن السيبراني، ومبادرة جسور الابتكار السيبرانية".
وقدمت خلال مشاركتها في الأولمبياد الوطني للإبداع العلمي مجموعة من الجوائز الخاصة للمواهب الوطنية المشاركة

بمشاريع بحثية متميزة، وأشرفت على تحكيم المشاريع البحثية المتأهلة في الأولمبياد للإسهام في صناعة مبتكري
المستقبل على المستوى الوطني.

وتعد الهيئة الوطنية للأمن السيبراني الجهة المختصة بالأمن السيبراني في المملكة، والمرجع الوطني في شؤونه،
وتهدف إلى تعزيزه حمايةً للمصالح الحيوية والبنى التحتية للدولة وأمنها الوطني، إضافة إلى حماية البنى التحتية
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الحساسة والقطاعات ذات الأولوية، والخدمات والأنشطة الحكومية، وبناء القدرات الوطنية المتخصصة في مجالات
الأمن السيبراني، والمشاركة في إعداد البرامج التعليمية والتدريبية الخاصة بها.


